- risico analyse!!!!! Duidelijk verschil webserver en DC  
 - Nmap (netwerk scannen)  
 - Nessus (vulnerability scanner)  
 - Wireshark (packet capture tools) (blz 114-116)  
 - definitie van een risicoanalyse en het nut ervan

- via /cite /citep toevoegen aan document

- sql injection toevoegen aanvallen (application) <http://www.cisco.com/web/about/security/intelligence/sql_injection.html> (bescherming en preventie) <https://msdn.microsoft.com/en-us/library/ms998271.aspx>

- logs automatisch  
 -Foutieve inlogpogingen  
 -Eventueel afbeeldingen

- logs handmatig  
 - Eventueel foto’s toevoegen

- Malware  
 - Virus  
 - Keylogger  
 - usb?

- Afbeelding voorzien van bijschrift en nummering

-Tekst nalezen en formeel maken!!! (je, ik, we eruit halen)

-Opzetten webserver kan uitgebreider

-inleiding  
 - quotes toevoegen en tekst van quotes typen (over die aanvallen die ik ga bespreken)  
 - Inleiding langer maken.?

-conclusie